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**CompTIA A+ 1102 — Wireless Security (Section 201) - Professional Study Notes**

**1. Overview of Wireless Security Section**

* This section covers core wireless security topics relevant to CompTIA A+ 1102.
* Topics include:  
  • Wireless encryption standards  
  • Authentication methods  
  • Wireless security best practices  
  • Hands-on Configuration for SOHO (Small Office/Home Office) networks
* Prerequisite: Assumes prior completion of **CompTIA A+ Core 1**, where foundational wireless networking is introduced.
* Primary focus is aligned with **CompTIA A+ 1102 (Core 2)** objectives:
  + **Objective 2.3**: Compare and contrast wireless security protocols and authentication methods.
  + **Objective 2.10**: Configure appropriate security settings on SOHO wireless and wired networks.

**2. Wireless Encryption Standards**

**2.1 WPA2 (Wi-Fi Protected Access 2)**

* Most commonly deployed standard.
* Uses **AES (Advanced Encryption Standard)** for stronger protection than WPA.
* Vulnerable to **dictionary attacks** if weak passwords are used.

**2.2 WPA3 (Wi-Fi Protected Access 3)**

* Latest encryption standard offering enhanced security.
* Features:
  + **SAE (Simultaneous Authentication of Equals)** replaces PSK for more secure key exchanges.
  + Improved protection for open networks via **individualized encryption**.
* Strongly recommended for new deployments.

**2.3 Comparison: WPA2 vs WPA3**

| **Feature** | **WPA2** | **WPA3** |
| --- | --- | --- |
| Encryption Method | AES | AES + SAE |
| Brute Force Resistance | Moderate | High |
| Open Network Protection | None | Yes (Individualized Encryption) |
| Ease of Configuration | Widely supported | Requires newer hardware |

**3. Dictionary Attack Demonstration (WPA2)**

**3.1 Purpose of the Demonstration**

* Demonstrates how attackers can exploit weak WPA2 passphrases using dictionary files.

**3.2 Key Learning Points**

* **You are not required to perform attacks** or know hacking tools for the A+ exam.
* Demonstration is **for awareness only**, highlighting how quickly WPA2 can be cracked if passwords are weak.
* Tools and techniques shown are covered in-depth in **CompTIA PenTest+**, not A+.

**4. Wireless Authentication Schemas**

**4.1 RADIUS (Remote Authentication Dial-In User Service)**

* Centralized AAA (Authentication, Authorization, Accounting) server.
* It is commonly used in enterprise networks.

**4.2 TACACS+ (Terminal Access Controller Access-Control System Plus)**

* Cisco proprietary protocol.
* Separates AAA components for more granular control.
* More secure than RADIUS in many use cases.

**4.3 Kerberos**

* Uses **tickets** and **time-sensitive authentication**.
* Commonly used in Microsoft Active Directory environments.

**4.4 Summary of Wireless Authentication Options**

| **Method** | **Use Case** | **Strengths** |
| --- | --- | --- |
| RADIUS | Enterprise remote access | Centralized, scalable |
| TACACS+ | Cisco networks, admin access | Granular control, encrypted body |
| Kerberos | Domain authentication | Ticket-based, time-limited access |

**5. Wireless Security Best Practices**

**5.1 Key Recommendations**

* **SSID Management**:
  + Change default SSIDs.
  + Disable broadcast if needed for additional obscurity.
* **Enable Encryption**:
  + Use WPA3 wherever possible.
  + Avoid WEP and open networks.
* **Disable Guest Access**:
  + Prevent unknown devices from connecting.
  + Use a separate VLAN if guest access is necessary.
* **Change Wireless Channels**:
  + Avoid interference by manually selecting optimal channels (especially in 2.4GHz networks).

**6. Hands-On Configuration Topics**

**6.1 Wireless Access Point Configuration**

* Enable WPA2 or WPA3 encryption.
* Use strong passwords for both Wi-Fi and admin interface.
* Disable WPS (Wi-Fi Protected Setup) to prevent PIN-based attacks.

**6.2 SOHO Router Setup**

* Configure network segmentation (e.g., guest vs internal).
* Enable firewall features and intrusion detection/prevention.
* Regularly update firmware to patch vulnerabilities.

**6.3 Network Firewall Setup**

* Restrict inbound/outbound traffic by rule.
* Create access control lists (ACLs) for tighter security.
* Implement port forwarding cautiously and disable unused ports.

**7. Final Summary**

* This section provided both theoretical and practical insights into **wireless network security**.
* Topics covered prepare you for configuring, securing, and maintaining wireless environments in line with **CompTIA A+ 1102 objectives**.
* Focus areas included:
  + Comparing WPA2 vs WPA3
  + Understanding dictionary attacks
  + Implementing authentication protocols like RADIUS, TACACS+, and Kerberos
  + Applying best practices for secure wireless deployment
  + Performing hands-on configurations for SOHO networks
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